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Abstract

This thesis deals with testing andapplication of the ITEM module. It is
acommunication module designed for usage in applications for wireless sensor networks.
Thanks to implemented TDMA (Time Division Multiple Access) andA&AP (Extended
Adaptive Slot Assignment Protocol) protocols thedule is able to react to dynamic network
structure changes. The original version of the module must be thoroughly tested
anddiscovered inadequacies must be remolietbre usingin practical applicationsData
must be collected from the network and thewmvaluated for testing. t, a correct function
of the module is verified. For this reas@n JAVA applicationwas created. licaptures
andclearly presents exact sequence of events of individual network deWdds.re-
evaluation othese events we catetermine correctness of the ITEM modé@lection due
to used network structuréfter verification of correctnesperformanceof the network with
theITEM module is tested. This performance test containshannel capacity utilization
andmessage deliveryrom source to target duratioor comparison of resultoriginal
version of module used for @atollection, which uses CSMprotocolwas chosenFinally,
applicdion fordata measurement was created. Data measurement inusvaplaces

of thenetwork B themost common requirement of wireless sensor networks.
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Chapter 1

Introduction

1.1 Aim of this thesis

Technologies of wireless sensor networks (WSNs) are being rapidly developed in these
days The possibility of arbitrary configurationasa great potential for uga in industrial,
military and many others application$Vireless sensor networks consist of spatially
distributed autonomous devices called nodes. Individual ndaéf several functions
(from data measurement to processing, forwarding and eiradllaNodes are often placed
in hostile or badly accessible places. For the purpose of ensuring long lifetime of individual
nodes, we must minimizéheir energy consumption. Theighest consumption is caused

by data transmission in the network.

At the Czech Tehnical University in Prague in the Department of Control Engineering
was createda software module called ITEM (IntegrateiDMA E-ASAP Module).
Thismodule controls forwarding of the data in the network in a way that there are no

collisions, which are comon problem at this type of networks.

Our first target of this thesis is identification of inadequacies of the ITEM module
andtheir elimination We also have to carry out such catrens that enable usage
of theITEM module in practical applications. Weust thoroughly test the module before we
can use it in practical application&nother objective of this thesis is to ate visualization
of function of tested module. The last aim of this work iplementation of application

for data measurement.

1.2 Wireless sensor networks

A great expansion and early successes of wirelessrseasgorks show that it has
the opportunity to become a very useful toslich aghe InternetJust as the Internet allows
usfaster, easier access to data and information thendigital world, sensor networks expand

our ability to access data from the physical wétld
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The basic element othe network is a device tlad node. The node consists
of aprocessing unit with limited computational powand Ilimied memory, sensors,
acommunication device (usually radio transceiver) and a power solifese nodes
arecommonly located in certain areas to monitor a spéici phenomenon. These areas
areoften remote or hostileéA power source is typaly formed of bateries, but unlikecell
phones or wireless laptops periodic recharging is not possible. For this reason, great emphasis
is on low power consuption. Most power is consumed biata transmission and thus sensor
networks often form wireless dwbc networks[2], where each node supports nxhidip

routing algorithm (data forwarding to the base station through other devices in the network).

Special requirements of sensor network applications and resource constraints in sensor
network hardwee platform determine the properties ofed operating systems. They
aretypically less complex than genefqalirpose operating systems. Probatilg most popular
operating system for wireless sensor networks is TinyOyr&mes for TinyOS are written
in special programming language called NesC, which is an extension of the C programming

language.

Figure 1.1Application of wireless sensor network (edited original fidi)
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1.3 TinyOS and NesC

TinyOS [3] is an operating systemesigned especially for age inwireless sensor
networks. Its programming model is customized for edwven applications. TinyOS
provides a set of reusable composerithese components provide ars@ interfaces for their
wiring. These interfaces atiee only point of access thecomponent.

Two sources of concurrency are tasks and events. Task is deferred computation
mechanism which runs to completion. Tasks do not preempt each other. A component can use
task when timing requirements are not strict. Events also run to coompletit it can preempt
the execubn of a task or another event.

Only one application runs on node at a time. [pégng of application with used
hardware leads to three important requirements. First ergaimt is that all resources
arestatically known.Second, applications are built of a set of reusable system components,
connected with application specific code. Third, a hardware/software boundary varies

depending on the application and hardware platform.

Used programming language NesC simplifies dpplication developmenreduces
thecode size and eliminates many sources of potential bugs by performing apndgriam
optimization and compildime data race detection. NesC distinguishesveentwo types
of components: modules and configurationse Thodules providepplication code anthey

implement one or more infaces. The configurations witesed components together.

The NesC programming language meets unique requirementprégramming
of wireless sasor network applications.uScess of thecomponentbasedmodelis shown

by the way in which components are used in the TinyOS code.

1.4 Hardware

Designs of devices for wireless sensor networks framy application to application.
We meet with nodes size ascoin to nodes size aspersonal compet, with cheap nodes
for simple applications to expensive, sophisticated devices for demanding applications. We
use TelosB and Tmote Sky modules in this work. Both modules are almost identical. Tmote
Sky module will be described in detalil.
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Figure 1.2TelosB modut and block diagram (taken frd)

The main parts of the module are a microcontroller, a radio transceiver, a power
source, an external memory and one or more sengerdifl not have sensors availabiighis
work). The brain of the node is ttd low power Texas Instruments MSP430 F1611
microcontroller featuring 10kB of RAM and 48kB of flash. Thisldi6 RISC processor has
aninternal digitally controlled oscillator that operates up to 8Mhz. The features of MSP430
F1611 are presented in detaiin t he Texas I nstruments MSP430
[6]. The Chipcon CC2420 (IEEE 802.15.4 compliarddio takes care dhe wireless
communication. The CC2420 has programmable output power and prodagskreceived
signalstengt h i ndicator (RSSI1) . Usage of [7CC2420
Thenode contains USBort for serial communication. Thgwwer source consists of two AA
batteries. The serial code flash ST M25P80 40Mhisé&l for data etage. The flash shares
SPI communication linesvith the CC2420 transceiver. Tmote Sky module contains two
expansion connectors for additional devices (analog sensors, LCD displays and digital
peripherals) and corection for two photodiodes amor a humidty/temperature sensor.



CHAPTERL INTRODUCTION

usB
Connector

USB Receive LED

JTAG
connector
Photosynthetically
USB Active Radiation
Microcontroller — Sensor
(optional)

Total Solar

Radiation

Sensor

(optional)

Digital switch Humidity
Isolghng U?rBJmm Temperature
microcontroller Sensor

(optional)

CC2420

Radio 6-pin expansion

connector

SMA
Antenna
Connector

10-pin expansion
(optional)

connector

Internal
Antenna

2-pin SVS
connector

usB
Flash (2kB)
Texas Instruments
32kHz MSP430 F1611
oscillator microcontroller
ST Code __
Flash (1MB)

&
&
L
&
]

1L

' P 28—y i
'S £0sSC
Berkeley oo 8

Figure 1.3Tmote Sky modulé top (left) and bottom side view (taken frd8j)



Chapter 2

Theoretical considerations

2.1 TDMA protocol

Time Division Multiple Access is a shared medium access md8jod his nmethod

allows several users to share one medium by dividing time into time slots.

TIME SLOTS FRAME

i ) i

le ] 3] 2 | @) 6|2 |5 k]l@)] 6] 3 [85])-

\__/—)

t

Figure 2.ITDMA example

These successive repeating time slots are assignétbse devices, which access
themedium. Each time slot is owned only by one device. Each device cass attared
medium only in own time slots. Fulfillment of these asptions guarantees prevention
of multiple accessest the same time and occurrence of collisions. A grougewéral time

slots is called &rame.

This medium access method requires aceuiate synchronization of all deviceSo
called guard periods are used for inaccuracies in time synchronizdesium access
is permitted in these periodshis restriction preventsime slot overlap and possibility

of collision occurrence.
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Figure 2.2Guard peiods example

There are many options of time slot assignment. Time skgrasent used in this thesis

is inspired by EASAP protocol, which will be described laierthis text

2.2 CSMA protocol

Carrier Sense Multiple Access is another shared mediccess ntbod. This method
is based on probabilistic medium access protocol. Each device verifies medium availability
beforea data sending can start. Data can be sent only when medium is free. Using CSMA
met hod doesndét prevent f r osmediumnlatcess).iTheneexst cur r
CSMA modifications which try to minimize collision occurrence or even completely remove

collisions[10].

One of these modifications is CSMA/CA (CSMA with lon Avoidance).
If adevice, which wantso senda datg detectsoccupationof a channel, it waits random time
beforedatasending This random timeeducea probability ofacollision. This modification

of CSMA is often used in wireless sensor netwdrk|.

Another possible modification is CSMA/CD (CSMA with Collision Detec}iddending
devices are able to detect collision and stop sending immediately. Another attempt to send
data rus through random time delay. Stopping immediatefter collision detection resugdt
in more efficient capacity utilization, because there is rastwg with bandwidth usage
for sending entire collision packeLSMA modification with cdision detection is not used

in wireless network§gl 2].

Furthermore, there exists modification CSMA/BA (CSMA with bitwise arbitration)
known also as CSMA/CR (CSMA W collision reduction). All devices are sagned
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apriority. When there is collision detection, the device with higpgority is prekemred
for data sending.

2.3 ASAP and E-ASAP protocols

Time slot assignment between network devices can be scheduled inwagsy E
ASAP protocol (Extended Adaptive Slot Assignment Protddd) deals with this issue. This
protocol extends ASAP protocol (Adaptive SloAssignment Protocol). BSAP
in comparison with ASAP improves channel utilization. Principlebaih protocols will be

describedn this chapter

2.3.1 ASAP protocol

ASAP protocol sets frame length of new node (a nodé ihaurrently connected
to thenetwork) according to frame length of nodes in its contention area (set of nodes, which
can cause sent @eets collision) and minimizes number of unassigned slots. This mechanism

improves channel utilizationTDMA format in ASAP is shown ifrigure 2.3

frame =4: .. 0 1 2 3 0 1 2 3 0 1
frame=8: .. 0 1
frame=16: .. 0 1 2 3 4 5 6 7 8 9

Figure 2.3Frame length example

Frame length of each nodan be changed dynamicalljoubled or halved) according
to slot assignment in its contention area. This prevents collisions of packets sent by devices
with different frame length. First slot is reserved for sending control packets of newly

connected devices so there are no datagiassat.

Each node keeps information about own frame length and assigned own slots, as well
as information about assigned slots of neighbor nodes angnetion about assigned slots

of hidden nodes (nodes at distance of two hops).
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Own - node h Neighbors Hidden nodes
Slot(s)/Frame Node | Slot(s) Node | Slot(s)
2/8 d 6 c 1
g 4 f 5
i 15
j 3T

e ———— -
o —————— -,

Frame length: 8 ’

Figure 2.4ASAP protocol examgl(taken from[13])

Details about neighbor and hidden nodes are extracted from collected information

packets that each device sends in own assigned tinhe Esdgh node sends two types

of packets. The firstype isthe abovementioned information packet ah contais details

about assigned slots of sender and his neighbors. The sypend data packehat contais

det ai |

thesender and its neighbors and data.

S

about

sender 6s f rnmxmeal flareenlengtih amonge nder

Slot assignmerprocedure for newly connected devices is as follows. First, a new node

collects information sent by neighbor nodebhis rmode tken sets the frame length

asthemaximum frame among all nodes in its contention area. If there are unassigned slots,

they canbe assigned to the new node. If all slots are occupied, but there are nodes that own

more slots, slot is released from the node which owns the largest number of slots. New node

then assigenewly created, free slot itself. If there are no free slots ordamice owns more

slots, the new node doubles the frame length and adsegnslot itself.The first slot in frame

IS reserved, so doubling the frame length and copying slots from lowite tapper half

of theframe creates a free slot on the positibthefirst slot in upper half of the frame.

In the slot assignment conflicts can occur (e.g. if we connect new node between two

nodes with the same own slot, out of radio ran@®nflict solution follows three methods.

First way is to delete the confling slot. When nodes with conflicting slaig/n also correctly

assigned slots, conflicting slots are simply deleted. Second way is to divide conflicting slots
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between nodes. When each node owns only conflicting slodls there is no possibility
to solve he conflict in current frame length, frame length is doubled and slots are divided

between nodes.

2.3.2 E-ASAP protocol

Although ASAP improves channel utilization compared with conventional slot
assignment protocols, the frame length in whole networkstengrow (because the initial set
of maximum frame length). Each node assigns own slot at minimum frame length in which
there are no conflicts in -BSAP protocol. This methodmproves channel utilization

in comparison with ASAP.

First slot is reversed similarlgs in ASAP protocol. ASAP protocol differs in retained
information. Information about assigned slots of neighbor and hidden nodes extends

information about frame length of these nodes.

’ NN \
4 \\ ] 1
I it I
: I :
11
Own - node h Neighbors Hidden nodes : 1l :
Slot(s)/Frame Node | Slot(s) Node | Slot(s) : :
2/8 d 6/8 c 1/8 | | -
g | a/s f | 5/8]! " i
i 1/4 : : : :
L : 1 :
| i I
\ Frame length: 8 y Frame length: 4 l
N ' 5 4 \\ gth: J

Figure 2.5E-ASAP protocol examplé&aken from[13])

Slot assignment procerhi for newly connected devices is similar to ASAP protocol.
New node collects information sent by neighbor nodes, then sets the minimum frame length
(four slots) and at the end assigns a free slot itself like in ASAP.

Detection and solution of conflictstise same as in ASAP.
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2.4 Collection protocol

Typical application for wireless sensor networks coes free placement of nodes
in free space. There is ondysmall amount of nodes that are cocteel to the base station. It
is usually required to evaluate dafrom all nodes in the network. Data must be transported
from source to base station. For this purpose various mechaai@mproposedor data
collection (e.g.[14], [15] and [16]). One of these mechanisms is Collection protddd

included in applications for TinyOS 2.x.

The principle of Collection protocol is base on building of one or more collection trees.
Each node in the network is a part of only one collection tree. Nodes can send own generated
data or resend rees&d data. Collection protocol tries to ier data from source to btast

one root in the network. There are no guarantees of data delivery.

A node can perform four different roles. Nodes that generatdatasendingare called
producers. Nodes that eshear messages are called snoopers. Forwarding message can be
modified. Nodes that modify forwarding messages are calletetiwork processorgNodes

that only receive data from network hate tast role. These nodes are called consumers.

Implementationof Collection protocol consistof three main components: Link
estimator, Routing engine and Forwarding engibiek estimator estimates link quality
amongneighbors. Link quality is represented &gumber, whose value should be in range [0,
65535]. Smaklr values signal better link quality. Routing engine calculatasroute
from thesource to the root dcd collection tree. Roots can be changed dynamically. Routing
engine keeps information about neighbor nodes that can &uildte to tke root of the tree
The test candidate is chosen according to link quality detected in Link estimator. Forwarding
engine attends to message transmissions. It evaluates retransmissions, duplicate suppressions,
packet timing and loop detection. CSMA protoashich isdescriled inchapter2.2, is used

for access to the communication channel
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Chapter 3

Realization

3.1 ITEM module description

3.1.1 Original version

The first versiorof ITEM module[18] was e¢eatedat the Czech Technical University
in Praguan the Department of Control Engineerimgorder to builda communication module
for wireless sensor networks. This module should provide collision free (elimination of data
packets interference) datarisaission in the networklhe main part of the communication
module was designed accordiig E-ASAP protocol that usesheprinciple of TDMA
protocol. First version was designed anyOS 1.xoperating system. TinyOS 1.x has been
replaced by a new versiolinyOS 2.x.We have rewrittenifst version of ITEM forTinyOS

2.x operating systerfl9]. TinyOS 2.x is used iwireless sensor networksiil today.

Structure and properties of communication moddlEM will be described in this
chapter. The whole system is shownFigure 3.1 It consists of several smaller, independent
parts. Each part of the module performs the corresponding fundfii. this layout

themodule can be easily developed, tuned anédest

The first part of the module is called TimeSync. We need accurate time
synchronization of all devices for correct time slots sequence in TDMA protocol. TimeSync
module fulfills these requirements. Time synchronization is based on simple averaging
algaithm. Each device setds own local time at connedoin to the network according

to neighbor nodes. Local time is then corrected accortding

» o _ Oanedn *Oudin
Qegen = — 5 -

SimpleTime module was created for local time manipulations.
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TimeSync \

SimpleTime

TDMA

Core EASAP

Data

Comm

ITEM module WatchDog /
>

If the device has correct local time, the principle of TDMA protocol can be applied.

Figure 3.1ITEM module

Part called TDMA performsirhe division into time slots. mformation about local time
andframe length must be known to generate correct time slot number. When time is divided
into time slots, time slots must be correctly assigned to devices. Wrong distribution of time
slots can cause collisionn data transmission.Module called EASAP according
toimplemented EASAP protocolprovides orrect distribution. EASAP protocol is resistant

to dynamic changes in the network.

Messages are sent and receivedbyodule called Comm. This module providaslio
and serial communication. In this version, the ITEM module distinguibleéseentwo

message types: Information packets (INF) and Data packets (DAT)
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Datacanbesenthol y i n nodeds own t dategensratedtod . Th e
of these time slts must be stored. A module called Data was created for this purpose.
TheData module consists of two data queues. One queue keeps data for sending, second

gueue keeps received data uatilser processthem.

ITEM module contains wdule called WatchDogwWatchDog monitors whole system
functionality. If this module detectsn irregular running of a program, it restatte device

and sets the program intieeinitial state.

The last part of ITEM module is called Core. Core connects all these modulem@to
functional module. It provides an interface for superior application.sldgenotneedworry
about data sending. They only chooseuaber of owned slots and then insert sending data

and process received datde ITEM module ensure®ect data délery.

e

User application User application

~

A &

4 v

ITEM module ITEM module

\ J \. J

\NODEA j QODE B /

Figure 3.2TEM module connection

3.1.2 Inadequacies of original version

Original version containsomeinadequacies. One of thesmdequaciess occupation
of the same slot by nodes connected to the network in one place at the same time. Connected
nodesrecew t he same i nformation packednsaqoth&rut t he
This leads to occupation of the same slotbgnected nodes and occupation of the same slot

leads to collisions.

One of inadequacies is possibility of sending only one mespag time slot. Most

of the time inside the slot is unused. Tlnsitation results in poor channel utilization.
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Improved capacity utilization of the communication channel can be achieved by better
solution of frame length reduction. In original versitime frame length reduction is possible
only if there are no assigned slots in upper half of frave.can see amall examplef this
case inFigure 3.3 There are four nodes in the network. Assigned slots are: 1, 2, 5 and 6.
Frame length is 8. If we removede with own slot number 2 from the network, there is no
frame length reductiotbecauset is not possible. If nodes with own slots number 5 and 6
replace these slots with free slots in lower half of frame, reductionrakftangth is possible

The reduction of frame length results in better channel utilization.

W

l

N ENEREE

l

Figure 3.3Frame reduction example

All messages sent by ITEM module are broadcasted. A superior application has no

possibility of sending messages only to given devigange.

Lastrecognizedi nadequacy is sending messages o0V
interface. Parts of data packet (header and footer) are created according to used interface. This
mechanism of data sending complicates connection of ITEM module wierisu
applications that divide and process packets acoptditheseparts

3.1.3 Current version

The current version is substantially modifi&dl a comparison with the original.
Motivation for these modifications was to enhangoerformance and eliminate

theinadequacies of the original version. The main idea of the ITEM module was maintained.
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Adjustments relate primarily to various parts of the module. Important change addresses a way
to send messages. Sending messages with the ITEM madddeind to be unstable

for practical applications (e.g. using application for datdectbn with ITEM). This way

of sending data satisfies using of applications that use only one type of messages and only one
radio interface. If application uses more types of messagkemae radio interfaces, then it is
easierfor datasending to use radio interfaces used in application. In current version the ITEM
modul e doesndt Datesnding thast ba implemeried in superior application
(where necessary radio interésccan be used). The ITEM module only signals timeddita

sending. Procedure fdiatasending igresentedn Figure 3.4

The diagram inFigure 34doesndt include i dl émetslotsnes at
These idle times delay sending data due to possible inaccuracies in time synchronization.
Information packets are not sent in each own slot as shown in figure. Information packets are
sent after defined number of own slots. The ITEM modulepedes remaining time in own
slot. It compares computed remaining time with time used for sendelgpngest message
and evaluates the possibility of sending another message. This leagsinmprovement
of theoriginal version. The ITEM module can arrargganding more messages during own slot
in this version Data sending is moved tahe superior application that uses necessary radio
interface. This results in possibility ofmessagesaddessing (removes restriction
for broadcasted messages). This way ofdsgy data also reduces data types used in ITEM
module. There are no data packets (DAT) in ITEM. Data queues in module called Data are not
needed, but this module was not removed. Data module still exists, but there is only one data
queue. This queue is signed for storage data from superior application. Function for data
storage and information about data queue properties were built into ITEM interface.
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[Userapplication \ KITEM module \

Store data to send

\

~+a! Put datato queue

/

Data stored e

ITEM own slot
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Send INF packet

/

Can send data e

\

Get data from
queue

/

Send data =3

A

Signal send done

\

By Evaluate slot
remaining time

no yes

wait

A

N 2 R o

Figure 3.4TEM data sending procedure

Other changes affected computation of the local timebi64bcal time composed
of two 32bit numbers, was replaced by-BR local time. This modification simplifies local

time computations, saves memory and reduces the length of the information packet.
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bad

evaluates bad slot assignment according to details in received information packets. If a device

detects that there is another device vitie same slots in contention area, it analyses this

situation and release collision slot. A new time slotssigned with random delay. There is

aRandom component in TinyOS 2.x for random delay generation. This way of collision

solution also solves restrictions of sequeatle connectionWWhen @&signment of bad slot is

detected, slot is released and then a newis assigned with random delay. Random delay

simulates sequent connection of nodes.

Current version of ITEM solves correct frame length reduction. If the following

relationship is satisfied, assigned slots from upper half of frame are released,eingtheid

reduced and nodes that released upper slots assign new free tinteeshsislves

£0aG a0

£Q
[cEd

R Q

2

QB QAEDQ

1.

This reduction resudtin better channel utilization. A functidor determination othe quantity

of owned slots by node was added to ITEM interface.

An actwal reduction of frame length is evaluated according to

The new versin implementsa possibility of time slots reervation. Time slots marked

£6G A £

0

Wi MMickd +
0w Q

asr eser ved c

anot

iEd @ELQ

£6G A £ QA'AAVMN

QB Q AEDQ

2

1.

be assi gnevd fort differeatnpyrpose d e .

(e.g.sending test messageh)formation about reserved slots was included in the nmdtion

paclet as shown irFFigure 3.6 Each data packet sent to theiakelink of the computer is

in formatpresentedn Figure3.5,

SOURCE MSG HANDLER
00 DEST ADDR GROUPID DATA
ADDR LENGTH TYPE
1B 2B 2B 1B 1B 1B nB

Figure 3.5General data packet format
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Output meaning:
0071 Leading byte,
DEST ADDRi Destination address,
SOURCE ADDRI Source address,
MSG LENGTHi Data length,
GROUP IDi Message type,
HANDLER TYPET Message type,
DATA i Data itself
DATA | DATA | TIME | RESERV NR OF NR OF | NODES
TYPE |LENGTH| STAMP | SLOTS I FRAME L siors | *°™ | nopes | inFo
1B 18 2B 8B 2B 1B 18 nB 18 m B

Figure 3.6ITEM INF packetdetails

Output meaning:

DATA TYPE T Data type,

DATA LENGTH T Lengh of information packet,
TIME STAMP T Time of packet generation,
RESERV SLOTS Reserved slots,

ID 7 Node Id,

FRAME i Node actual frame length,

NR OF SLOTS Quantity of assigned time slots,
SLOTST Assigned time slots,

NR OF NODES Quantiy of neighbors,

NODES INFOi Neighbors info Id, frame length, nr. of slots, slts
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3.2 Collection and ITEM module interconnection

As mentioned irchapter2.4, Collecton module for collecting data from the network is
includedin applications for operating system TinyOS .2Using this moduleensuresdata
delivery from data source to tHmse stationSending andorwarding messages is based
onthe CSMA protocol[10]. If we want to use Collection module together with designed
ITEM module, Collection module must be edited. These modifications are described in this

partof the thesis

The simplest solutions creation ofa new module that interconnects these two
modules. Newly created module is called Colt€m. Interconnectiors shown n Figure 3.7

Prepared data for sending to the root of the Collection tree are generated in User
application and then inserted into the Collection mod@lalection module passes received
data to User application wh the node is marked as the root of the. tMessages that we
dondét want to send to the root of the tree

Original version of the Collection module sends and receives data packets as shown
in Figure 2.6 But we want to send data by ITEM module, which ensures that the data will be
sent at the right time (in correct time sldDirect data ending from Collection module is
replaced by passing data to the CollToltem moduleeRa&ng data is conserved in Collection
module. Message acknowledgement is for this kind of communication (using TDMA) turned
off. It is because of the possibility of sending more data in own slot. A transmitting device
does not have to wait for confirmati from receiving device, which can reply only in own slot
with the ITEM module.
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Interface for sending data
without Collection module
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Figure 3.7Collection and ITEM module interconnection

The CollToltem module receives messages for sending from Collection module
andfrom User application. Received messages are edarwith corresponding type
(estimation or forward message from Collection module, broadcast message from User
application) and stored in data queu®vided by the ITEM moduldf data queue is full
theCollToltem module indicates unsuccessful receipt eftad ITEM module signals
to theCollToltem module right time for sending. Data pacletremoved from data queue
andsent over the same radio interface which is used in Collection module or User application

for receiving.
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Figure 3.8Collection module with ITEM datsending procedure

Data generated at various points in the network are sent to the root of tHd& et

forwards received messages to a sdndl of the connected computed JAVA application



